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The international analytical and consulting company Gartner (USA), which is en-
gaged in research on the information technology market, presented the main strategic
trends that will affect the IT infrastructure in the coming years. Main characteristics
of these trends are presented in abstract.

1. Revision of automation strategies. Despite the widespread adoption of automa-
tion, in many areas there is still no common update strategy. As a result, companies
spend money on duplicating existing tools and processes, which hinders the effective
scaling of the business. It is assumed that by 2025, company executives will invest
not just in automation, but in the development of common industry strategies for its
implementation.

2. Democratization of knowledge. Democratization should provide users with ac-
cess to technical knowledge (e.g., machine learning, application development) or
business knowledge (e.g., sales process, economic analysis) through radically simpli-
fied experience that does not require deep and expensive training. Thanks to this,
people who are not IT specialists will be able to use specialized tools and systems in
their work. Four key aspects of democratization are expected to come forward by
2023, including: democratization of knowledge; democratization of work with data;
democratization of design; democratization of application development.

3. Hybrid IT Infrastructure and Disaster Recovery Trust. Disaster recovery plans
designed for traditional systems need to be revised to reflect new hybrid IT infra-
structures, or the entire organization could be in jeopardy, analysts warn. The sustain-
ability requirements of IT infrastructure should be evaluated at the design stages, and
not considered only after deployment. Given that many companies ignore these re-
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quirements, by 2021 most of them may have serious problems in connection with the
transition to hybrid cloud infrastructures.

4. Flexible scaling of DevOps. Companies that use development and operations
(DevOps) to effectively organize, create, and update software products and services
have reported significant benefits, including: significantly reduced time to market,
improved customer satisfaction, improved product quality, increased productivity and
efficiency, and increased ability to create a good product through quick experimenta-
tion.

5. Internet of Things (IoT) will penetrate deeper and deeper into various applica-
tion markets and transform entire industries by deploying the IoT to manage infra-
structure, stimulating process optimization and creating value-added services. loT
devices must be flexible, as individual vendors are unlikely to provide each client
with a complete integrated solution. Operation should be considered in the very early
stages of IoT planning in order to offer a specific service and support model in a scal-
able environment. This avoids the cascading effect of unexpected service outages.
The most recognizable forms of autonomous things are robots, drones, autonomous
vehicles and equipment. As autonomous things spread, one should expect a transition
from autonomous intellectual things to entire complexes, when several devices will
work together, regardless of people or with their participation. For example, robots
can work in a coordinated assembly process.

6. Using Cloud Services. Distributed clouds (that is, the distribution of public
cloud services in different physical locations managed by one provider) will allow
organizations to host public cloud services in their geographic region. By 2022,
70 % of enterprises will implement unified technologies, tools, and hybrid/multi-link
management processes.

7. Al security. Artificial intelligence and machine learning are widely used to
optimize human decision-making, paving the way for hyper-automation and the use
of autonomous things. However, these transformations pose new security chal-
lenges, increasing the number of potential points of cyberattacks. Cybersecurity and
risk professionals should focus on three key areas - protect Al-based systems; using
Al to enhance protection; the potential use of Al by attackers.

8. Multimodal perception. By 2028, users will begin to perceive and interact
with the digital world in a completely different way. Already, interactive platforms,
virtual, augmented and mixed reality are changing the way people perceive the digi-
tal world. Such a combined shift allows us to imagine what the multisensory and
multimodal experience of user interaction with the digital world will look like in the
future.

9. Peripheral development. When using peripheral computing, the collection and
processing of information is carried out as close as possible to the sources, reposito-
ries and users of this information. Thus, the delay in transmitting information is re-
duced, the capabilities of peripheral devices are used, and greater user autonomy 1is
ensured. It is believed that peripheral computing will soon become the dominant fac-
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tor in almost all industries. Peripherals devices, including robots, drones, autono-
mous vehicles, and operating systems, will accelerate this transition.
Keywords: trends, information technology market, I'T infrastructure, cloud ser-

vices, development and operations, internet of things, peripherals devices.
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OnHuM 3 HaWBAXJIMBIIIMX €TaIllB CTBOPEHHS BUCOKOE(EKTUBHUX HAIIBIPOBIA-
HUKOBUX TMPWIAJIB € TCOPETHYHE AOCIIHKEHHS BIACTMBOCTEH MarepiaiiB, IO BH-
3Ha4Ya€ TOYHICTh PE3yJIbTaTIB MOJEIIOBAHHSA JOCHIKYBaHUX CTPYKTYp. 3 70-X pokiB
MUHYJIOTO CTOJITTS 3yCHJUISA JOCHTIIHUKIB CIIPSIMOBAHO HAa BUBUYEHHS BJIACTUBOCTEU
apceniny iait0. Cepesl HAMBaXIMBIIIUX XapaKTEPUCTHK, 110 OMUCYIOTh TPAHCIIOPTHI
BJIACTUBOCTI HOCIIB 3apsJly € PYXJIUBICTh. PyXJIUBICTh BUZHAYAETHCS OCOOIUBOCTSIMU
30HHOI CTPYKTypu Marepiaidy, a TakoXX KapTHHOIO TMPOSIBY PI3HUX MEXaHI3MIB
PO3CIIOBaHHS HOCIIB 3apsity.

XapakTepHUMHU MeEXaHi3MaMU pPO3CIIOBaHHS, 10 BH3HAYAIOTh JpeidoBy
PYXJIUBICTh HOCIiB 3apsAay B apCeHi Il 1H/110, € MEXaHI3MHU JJOMIIIKOBOTO 1 (POHOHHOTO
po3scitoBaHHs. JloChipKeHHsT MEXaHI3MIB PO3CIIOBaHHS B apCeHiAl 1HAII0 MPOBEIEHO
Ha OCHOBI aHAJIITUYHOI MOJIEIl, IO 3aMpPOIOHOBaHO B [1, 2]. AHai3 pe3yIbTarTiB MO-
JICITIOBaHHS TeMIIepaTypHO 3aIeKHOCTI 3BOPOTHHX YaciB pellakcallii iMITyJibCy ToKa-
3y€: TIPH HAMHIDKYNX TEMIIEPAaTypax CIOCTEPIratoThCsl JIUIIE MPOIECH PO3CIFOBAHHS
Ha HEUTpaJbHUX atoMax JoMimku. [locTymoBe 30UIbIIICHHS TEMIIEpaTypH MPHU3BO-
auTh A0 nposisy (mpu T > 40 K) MexaHi3MiB pO3CilOBaHHS Ha 10HI30BaHUX aTOMax
JOMIIIKA. 3 TMOMAIBIINM 3pOCTaHHAM TEMIIEpaTypH CIIOCTEPIraeThcs HE3HA4HE 30i-
JBIIICHHS BHECKY aKyCTHYHOTO BUIY PO3CIIOBaHHS B PE3YJbTYIOUYE 3HAYCHHS 3BOPOT-
HOTO yacy peiakcaiii iMnynscy. Pe3ynpTaTi T€OpeTUYHOTO JOCIIHPKEHHS CB1I4YaTh,
mo y mianazoni temmeparyp a0 500 K mpakTudHO HE MPOSBISETHCS MIKIOIHMHHE
po3scitoBanHs. [loasipHUN BUA ONTHYHOTO PO3CIIOBAHHS XapaKTEPHU3Y€ETHCS IIBUIKHM
3pOCTaHHSIM 3BOPOTHOTO Yacy pemnakcaiii immynbcy mounHatouu 3 T > 80 K. Tlpu Te-
MIEpaTypi BUIIE KIMHATHOI PYXJIUBICTH €IEKTPOHIB B apCeHiAl UHJII0 B OCHOBHOMY
BU3HAYAETHCS MPOIIECAMU TOJISIPHOTO PO3CIOBAHHS Ta HA 10HI30BAHUX aTOMax JOMi-
WKK. Benn4nua pes3ysbTyrouoro 4acy pesakcalii iMIysiscy T, BU3HAYae Apen(oy

PYXJIUBICTh HOCIIB 3apsiy.
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